|  |
| --- |
|  |

**Please download the pdf document in the resources section to view the emails you will need to investigate.**

**In your investigation of the emails, what signs did you find to indicate whether each email was malicious or safe? Give your opinion and analysis on these emails in this document, then upload it as your submission.**

**Email 1:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Not Malicious | * Just small talks * However the email from which it was sent is little suspicious |

**Email 2:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Maliciuos | * *The attached URL is for updating the user account address.* * *The email sender is requesting the user update the address with fairly generic justification.* * *The name is inconsistent with the microsoft customer support and it is sent from Russia as there is (.ru) at the end* * *This is enough indicators for us to assume that the link is probably malicious and should be treated as such.* * *Telling the victim that there is a file they need to view* * *Also the asking to update so that the victim can attach much larger files and also view them* |

**Email 3:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Malicious | * *Malicious link to steal the facebook login credentials of the victim* * *Asking if there facebook is working or not making it a matter of urgency.* * *The link looks not from facebook and clearly states someone is trying to phish information* * *Also the url is not consistent with the name of facebook, clearly not similar* |

**Email 4:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Not Malicious | * Just an from the Drop company abiut there product * It is forwarded to friend |

**Email 5:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Malicious | * Impersonating FBI * Also why the hell FBI contact you if he is undercover * Also reveal he is under cover * Asking you for the access of your email. * These all indicates it’s malicious |

**Email 6:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Not Malicious | * Contacting a trainee about work * Asking about the work he has to finish |

**Email 7:**

|  |  |
| --- | --- |
| **Is this email Safe or Malicious?** | **My Analysis** |
| Malicious | * The mail is coming from Morocco * Malicious link with inconsistent with the brand name they are using in subject of mail * Name is inconsistent with the display name |